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To

NSS Program Coordinators
in Maharashtra & Goa

Madam/Sir,
In reference to the subject cited above please find attached herewith letter dated 1st Oct, 2025

received regarding organisation of activities on Cyber Security Awareness during National
Cyber Security Awareness Month October 2025 activities by NSS units.

In this regard , it is requested to inform all NSS units to organise suggested programs on Cyber
Security Awareness during National Cyber Security Awareness Month October

2025 . NSS units shall create an event on MY Bharat portal for the Cyber Security
Awareness programs planned & conducted by NSS units & upload
maximum activities

AJAY B SHINDE

Regional Director (Maharashtra & Goa)

Regional Directorate of N.S.S.

Government of India, Ministry of Youth Affairs & Sports
A Block, College of Agriculture Campus,

Shivaji Nagar, Pune- 411005
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Government of india
Nationa!l Security Council Secretariat
2" Floor, Sardar Patei Bhawan,
Sansad Marg, New Dethi - 110001

Navin Kumar Singh

Nationatl Cyber Security Coordinator
el - 011-23747965, 011-23451306
E-mail . ncsc-india@gov.in

D.O. No. 46/92/2020-NSCS(CS) September, 2025
1 NATIONAL CYBER SECURITY AWARENESS MONTH :
OCTOBER 2025

Dear Col Y2'aus,

1. The month of October is observed evergl year as the National Cyber
Security Awareness Month (NCSAM). This annual observance is aimed
at rising awareness of Cyber Hygiene and Cyber Security best practices
in the country. ’

2.  The theme of the campaign for this year is “Cyber Jagrit Bharat”
(#CyberJagritBharat). We intend to use this month fo increase the
awareness level of all users/custodians of digital assets to a level that it
creates a big entry barrier for the threat actors to penetrate our IT
systems. '

3. Accordingly, this is to request you to use your good offices to
organize conduction of effectiveness cyber security awareness
campaigns to promote cyber hygiene and awareness among all
employees, stakeholders and users of your services. The suggested
activities which can be taken as part of NCSAM this October is enclosed
herewith.

4. Needless to say that the enclosed list is just indicative. | am
confident that more innovative and impactful campaigns can be designed
by your team to improve awareness depending on their current level.

Wt . Wt A “ﬁ‘”i‘“

Yours AJwLW——-LJ:
%0
= A
Encl : As above &\
(Navin Kumar Singh)

To,

Secretaries of all the Ministries/Departments, Government of India
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INDICATIVE LIST OF ACTIVITIES FOR CYBER SECURITY AWARENESS

CAMPAIGNS

Conduget workéhAops/webinars.

Organise cyber hygiene campaigns for employees/users.
Organise cyber security awareness quizzes. '
Carry out phishing simulation exercise.

7

Conduct cybersecurity leadership round tables to increase
awareness of latest cyber security threats.

Run innovative social media campaigns regarding cyber hygiene and
cyber security best practices to promote adoption by all stakeholders.

Support cahpaigns of other Ministrieé/Departments on social media,
where appropriate.

Organise vulnerability patching competitions among the entities
under your administrative control.

Reward employees following best cyber security practices.

Conduct cyber security drills to test response capabilities against
latest and maost prevalent threats.

Conduct drive to update inventory of all IT assets.

Conduct drive to complete Cyber Security Audit of all unaudited
Applications (Websites/Web Portals/Mobile Apps etc.)/ Systems.



